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Dated: November 18, 1997.
Joseph Spetrini,
Deputy Assistant Secretary, Enforcement
Group III.
[FR Doc. 97–31437 Filed 11–28–97; 8:45 am]
BILLING CODE 3510–DS–M

DEPARTMENT OF COMMERCE

International Trade Administration

Environmental Technologies Trade
Advisory Committee (ETTAC)

AGENCY: International Trade
Administration, U.S. Department of
Commerce.
ACTION: Notice of Recruitment for
Additional Members for ETTAC.

SUMMARY: The Environmental
Technologies Trade Advisory
Committee (ETTAC) was rechartered on
May 31, 1996, for two years pursuant to
the provisions in Title IV of the Jobs
through Trade Expansion Act, 22 U.S.C.
2151, and under the Federal Advisory
Committee Act, 5 U.S.C. App. 2. The
ETTAC serves as an advisory body to
the Environmental Trade Working
Group of the Trade Promotion
Coordinating Committee, reporting
directly to the Secretary of Commerce in
his capacity as Chairman of the TPCC,
as well as to other TPCC agencies.
Members of the ETTAC have experience
in exporting the full range of
environmental technologies products
and services.

Under the Federal Advisory
Committee Act, membership in a
committee constituted under the Act
must be balanced. To achieve balance
the Department is seeking additional
candidates from small, medium-sized,
and large businesses from the following
subsectors of the environmental
industry.
(1) Analytic Services
(2) Financial Services
(3) Trade Associations focused on the

international market
(4) Air Pollution Control/Monitoring

Equipment
(5) Process and Prevention Technologies
(6) Environmental Energy Sources
(7) Solid and Hazardous Waste

Equipment and Management
(8) Engineering and Consulting

Committee members serve in a
representative capacity, and must be
able to generally represent the views
and interests of a certain subsector. We
are seeking CEO, President or Executive
Vice President-level company
candidates.

Please send a fact-sheet on your
company that details your activity in the

subsector as listed above, as well as a
short biographical sketch on the
executive who wishes to become a
candidate. Materials can be faxed to the
number listed below.
DEADLINE: This request will be open for
three weeks from the date of publication
in the Federal Register.
FOR FURTHER INFORMATION CONTACT:
The Office of Environmental
Technologies Exports, Room 1003, U.S.
Department of Commerce, 14th Street
and Constitution Avenue, NW,
Washington, DC 20230; phone 202–482–
5225. Materials may be faxed to 202–
482–5665, attention Jane Siegel or Sage
Chandler.

Dated: November 24, 1997.
Anne L. Alonzo,
Deputy Assistant Secretary for Environmental
Technologies Exports.
[FR Doc. 97–31340 Filed 11–28–97; 8:45 am]
BILLING CODE 3510–DR–M

DEPARTMENT OF COMMERCE

National Institute of Standards and
Technology

[Docket No. 971031261–7261–01]

Announcing Request for Computer
Security and Privacy Issues

AGENCY: National Institute of Standards
and Technology (NIST), Commerce.
ACTION: Notice; request for comments.

SUMMARY: Computer security and
privacy issues are requested for input to
the planning process for 1998 activities
of the Computer System Security and
Privacy Advisory Board. The Board
advises the Secretary of Commerce and
the Director of NIST on security and
privacy issues pertaining to federal
computer systems. Public input into this
process is particularly encouraged and
valued.
DATES: Comments are due January 30,
1998.
ADDRESSES: Comments should be sent to
Executive Secretary, Computer System
Security and Privacy Advisory Board,
National Institute of Standards and
Technology, Building 820, Room 426,
Gaithersburg, MD 20899–0001.

Comments received will be made
publicly available at the Central
Reference and Records Inspection
Facility, Herbert C. Hoover Building,
Room 6020, 14th Street between
Pennsylvania and Constitution
Avenues, NW, Washington, DC 20230.
FOR FURTHER INFORMATION CONTACT: Mr.
Edward Roback, Executive Secretary,
Computer System Security and Privacy
Advisory Board, National Institute of

Standards and Technology, Building
820, Room 426, Gaithersburg, MD
20899–0001, or telephone [301] 975–
3696.
SUPPLEMENTARY INFORMATION: The
Computer System Security and Privacy
Advisory Board was established
pursuant to the Computer Security Act
of 1987. Its charter specifies its mission
and objectives as follows:

The Board shall identify emerging
managerial, technical, administrative,
and physical safeguard issues relative to
computer systems security and privacy.

The Board shall advise the Secretary
of Commerce and National Institute of
Standards and Technology (NIST) on
security and privacy issues pertaining to
federal computer systems.

To report its findings to the Secretary
of Commerce, the Director of the Office
of Management and Budget, the Director
of the National Security Agency, and the
appropriate committees of the Congress.

The Board will function solely as an
advisory body, in accordance with the
provisions of the Federal Advisory
Committee Act.

As part of the planning process for its
1998 work priorities, candidate
computer security and privacy issues
appropriate for the Board’s
consideration are sought. Public input
into this process is particularly
encouraged and valued. Candidate
issues are solicited from the general
public, privacy experts, academia,
computer security experts, the
information technology industry, and
federal, state and local organizations.

To be more useful in the planning
process, it would be helpful if issues
suggested would be presented in the
following format:

Issue Title:
Issue Summary:
Interested parties/Potential briefers:

(The names of specific organizations
and contacts [on all sides of an issue]
would be appreciated.)

Described potential options for Board
Action:

Time criticality:
One time/continuing: (Is this an issue

which the submittor suggests requires a
one-time action or continuing study?)

Other appropriate comments:
Additional information regarding the

Board’s activities is available at the
following website address: http://
csrc.nist.gov/csspab/.

Since all submissions will be publicly
available, comments should not contain
proprietary information or information
protected under the Privacy Act.

The next meeting of the Board is
tentatively scheduled for December 9–
11 at NIST. NIST will endeavor to make
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